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LLWR Commits to: We will achieve this by:  

 

 

 

 

 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 

    

    

    
 

We believe in the protection of people and assets through the highest standards of security 
commensurate with the assessed security threat. 

Protect against the risks of sabotage, 

terrorism, theft, proliferation, 

extremist groups, pressure groups 

and disaffected or suborned insiders. 

• Mitigation of risks through strong Physical, 
Personnel and Information security measures. 

• A coordinated approach with the Security Regulator 
and other relevant organisations. 

• Use of intelligence sources and networking to 
maintain an accurate assessment of risk.  

 

Maintain a strong security culture. 

 

• Implementation of security awareness training and 
regular security briefs. 

• Encouraging  the reporting of security concerns and 
events. 

Maintain arrangements in compliance 
with all legal and regulatory 
requirements. 

• Operating effective security management systems in 
accordance with the NSSP. 

• Efficient inspection, testing and maintenance of 
security systems. 

• Continuous development of the LLWR Security 
Team and Wider Organisation  

• Effective reporting and investigating events. 

Identify and manage incidents. • Implementation of a robust Counter Terrorism 
Contingency Plan. 

• Regular testing of security arrangements and 
incident responses. 

• Implementation of a Business Continuity Plan and a 
Forensic Readiness Plan. 


