Securing the ballot

Report of Sir Eric Pickles’ review into electoral fraud

FOREWORD ...ttt ettt ettt e e e 4o ettt et e e e e e e bt et e e e e e e e nannbbaneeeeeeeaannns 2
SUMMARY OF RECOMMENDATIONS ... .ttt ea e 4
POLLING STATIONS ..ottt ettt e e e e e st et e e e e e s b b et e e e e e e e eanbebaneeeeeeeaanns 8
REGISTRATION . ...ttt ettt et e e e e e ettt e e e e e e s b bt et e e e e e e eansbeaneeeeeeaanns 15
POSTAL VOTING . ...ttt ettt ettt e e e e e ettt e e e e e ettt e e e e e e e ansbeeneeeaeeeaans 22
PROXY VOTING ...ttt ettt e e e e ettt e e e e e s bbbttt e e e e e e e ansbeaneeeeeeeaans 29
ELECTION COUNTS ..ottt e e e e e sttt e e e e e s bbb e e e e e e e e e ansbeeneeeeeeeaans 33
ELECTION PETITIONS . ...ttt e e e e e st e e e e e e e et ee e e e e e e eaaa 33
NOMINATIONS ..ttt e oottt et e e e e e s e ettt e e e e e e s b b et e eeaeeeeansbenneeeaeeeaans 41
OFFENGCES ..ottt e oottt e e e et oottt et e e e e e et b e e et e e e e e e e nnneneeeeas 42
HIGHER RISK AREAS ...ttt e e e e et e e e e e e e et e e e eeaeeeaaa 46
GOVERNANCE & OVERSIGHT ....eiiiiiiiiiiiitiee ettt e e e e 48
L0101 N[0 I 1] [ ] PRSPPI 55
ANNEX: RESPONSES ... .ttt e et e e e e e e e e e e e e e e aan 56
ANNEX: CONVICTIONS & ALLEGATIONS ... ..ot 58

August 2016



FOREWORD

“When asked by the (then) Prime Minister to take on the role of Anti-Corruption Champion, |
specifically asked for electoral fraud to be made part of that work.

My work in the Department for Communities and Local Government during the previous
Parliament highlighted some shocking issues and revelations: our well-respected democracy is
at threat from unscrupulous people intent on subverting the will of the electorate to put their own
candidates into power, and in turn, manipulate local authority policy and funding to their own
self-centred ends. That is something that we must do our utmost to guard against and to have
measures in place to discourage and prevent.

International organisations such as the Office of Democratic Institutions and Human Rights
within the Organisation for Security and Co-operation in Europe which observe elections across
the world have raised concerns about trust-based electoral systems and the vulnerabilities to
fraud they have seen in the UK’s systems. We need to recognise and respond to such
assessments.

The events and judgment in the Tower Hamlets case loom large in this review with significant
evidence being related to that case. Indeed, the judgment of Richard Mawrey QC was one of
the reference points for this review.

The abuse there was facilitated by weaknesses in the system that is employed throughout Great
Britain. We take our democratic institution for granted. We need to make sure that people trust
the system and that perceptions can play as big a part in undermining the system as well as
actual proof of fraud.

Electoral fraud and corruption is intertwined with other forms of crime as well. Local authorities
have a large procurement role. A group of people who cheat their way to power are unlikely to
hold a higher moral standard when handing out public contracts, or when making quasi-judicial
decision on planning and licensing. Electoral registration fraud is connected with financial crime
and illegal immigration.

Therefore we need to be both comprehensive and robust in our approach to tackling fraud and
the opportunity for it. | believe that the series of measures put forward in this report for the
Government to consider take that approach. They also recognise the need to support
engagement and not create undue barriers to democratic participation by legitimate electors.

I hope the new Prime Minister will take forward this work: for the best interests of the British
public and to ensure a democracy of which we should all rightly be proud.”

Gucs 0
[V l ( c/(,L,u,,
Sir Eric Pickles MP

Government Anti-Corruption Champion
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SUMMARY OF RECOMMENDATIONS

R1. Greater powers should be given to Returning Officers and the police to take action to
address unwanted behaviour in and around polling stations (e.g. to be able to set up Cordons
Sanitaire and to ensure that the police have the powers they need to disperse and deal with
people who are ‘causing a nuisance’ or ‘leading people to feel intimidated’ outside a polling
station). Guidance should indicate where such a power could or should be used.

R2. A lower test of ‘intimidation’ than the one currently set in the Representation of the People
Act 1983 should be introduced.

R3. The taking of pictures and use of cameras (including camera phones) in polling stations
should be made illegal in order to prevent voters being intimidated into recording how they voted
and to preserve the secrecy of the ballot.

R4. The use of English (and Welsh, where appropriate) in polling stations should be required at
all times, including any assistance given to electors by electoral staff.

R5. Guidance and training should be strengthened to ensure that staff in polling stations enforce
the rule that voters go to the booth individually.

R6. Guidance should be produced on layout of polling stations and actions to minimise scope
for people to be able to take a ballot paper out of a polling station.

R7. Completed postal ballot packs should only be handed in at a polling station by the voter or a
family member / designated carer acting on their behalf — a limit of two should be applied for any
one person handing in completed ballots and require an explanation as to why they are being
handed in and signature provided.

R8. The Government should consider the options for electors to have to produce personal
identification before voting at polling stations. There is no need to be over elaborate; measures
should enhance public confidence and be proportional. A driving licence, passport or utility bills
would not seem unreasonable to establish identity. The Government may wish to pilot different
methods. But the present system is unsatisfactory; perfection must not get in the way of a
practical solution.

R9. Clearer guidance should be provided on the circumstances in which Electoral Registration
Officers should seek further evidence as to an applicant’s address.

R10. The Government should consider how residence can be defined in law and what factors
should be taken into consideration by Electoral Registration Officers in making that
determination.

R11. The Government should produce statutory (if necessary) guidance for Electoral
Registration Officers which ensures a consistent UK wide approach to determining residence.

R12. Legislation should be amended to strengthen the requirement to provide a previous
address, by requiring a reason for non-supply of a previous address by applicants.

R13. The Government should take action to address the clear vulnerability to the registration
system as a result of the lack of systematic checks on nationality.



R14. Registration application forms should be amended to contain warnings that nationality
information may be checked against Government records and to re-iterate the existing warnings
on the criminal penalty for provision of false information.

R15. The Government should consider the feasibility of an automated approach to checking
nationality, to work as part of the existing individual electoral registration infrastructure.

R16. To protect the integrity of the electoral register and assist integration, the Government
should work with councils to introduce a separate, voluntary municipal register for those who do
not have voting rights, but do have permission to reside in the UK.

R17. The Government should investigate the development of a facility in the IER Digital Service
to retain the IP address used to make applications. This should be subject to a rigorous
cost/benefit analysis to ensure that that such an approach would be of genuine value to law
enforcement.

R18. The offences contained in Section 66 of the Representation of the People Act 1983 which
protect the secrecy of the ballot in relation to in person voting should be extended to postal
ballots.

R19. Political campaigners/activists should be banned from handling completed postal votes
and postal vote envelopes. The provisions should not apply to family members and designated
carers (subject to a limit of two, as per Recommendation 7).

R20. In order to achieve a balance between preventing unscrupulous behaviour and permitting
legitimate campaigners to provide assistance to help people participate, the Code of Conduct
should reflect legislation. If a particular behaviour is unacceptable, it should be prohibited across
the board in legislation, and the legislation then enforced equally across all parties/candidates.

R21. Requests for a waiver of the need to provide a signature should for a postal vote should
require attestation, and the restrictions on people who can attest the waiver application should
be the same as for proxy voters on the grounds of blindness or other disability.

R22. The option to permanently request a postal vote should be removed, and the option to
apply for a postal vote for a specified period should be subject to a 3 year limit. After this period,
the applicant should be required to submit a new postal vote application (with identifiers), and
the Electoral Registration Officer should be required to review the application to satisfy
themselves that the individual is currently resident at the address.

R23. It should be standard practice for local authorities to provide guidance in postal ballot
packs on the secrecy of the vote and how to report electoral fraud.

R24. The provisions on an ID requirement in polling stations should apply to those casting a
vote as a proxy on behalf of a voter.

R25. A power of enquiry should be available to Returning Officers to question applications for
an emergency proxy.

R26. Consideration should be given to changing the deadline — to 5pm on the day before polling
day — for emergency proxies (other than those for medical reasons or administrative failure by
the Returning Officer) — so that Returning Officers have sufficient time to exercise the power of
enquiry.



R27. The legislation on offences relating to proxy voting should be clarified around
compelling/preventing someone applying for a proxy vote and altering someone’s completed
application.

R28. The limit on the number of close relatives for whom a person can act as a proxy should be
reduced to two.

R29. Given the concerns raised in Tower Hamlets and elsewhere regarding the running of
election counts, there should be clearer and robust guidance for Returning Officers and
electoral administrators to ensure best practice in all election counts.

R30. The system for challenging elections should be brought into the ordinary civil procedure
and a single right of appeal should be available on both points of law and fact.

R31. A single elector should be able to challenge the outcome of any election.

R32. Returning Officers should have standing to bring election petitions. This should be limited
to breaches of electoral law relating to the administration of the election or registration of
electors and the Returning Officer should be able to test the effect on the result before
proceeding.

R33. Political parties should be able to bring election petitions in the name of the party.

R34. The Government should change the law if necessary to remove all doubt as to the court’s
ability to make protective costs or expenses orders.

R35. Where an election court finds evidence implicating non-named individuals as beneficiaries
of electoral fraud, it should be possible for a petition or process to be raised against them within
the usual timeframe, starting however from the date of the election court’s judgment rather than
the date of the election.

R36. It should be possible to apply to extend the maximum time limit for an election petition to
be lodged, and to amend the grounds of an election petition once it has been submitted.
Consideration should be given to the length of the extension period and the circumstances
where it should be available.

R37. The criminal standard of proof should be retained for election petitions.

R38. In conjunction with the devolved administrations, the Government should consider
implementing a process for electors’ complaints about the administration of elections (which do
not aim to overturn the result) to be investigated by the Local Government Ombudsman in
England, the Scottish Public Services Ombudsman, the Public Service Ombudsman for Wales,
and the Northern Ireland Ombudsman as a means of providing an appropriate and accessible
channel for considering complaints of a less serious nature.

R39. The procedures around candidate nominations should be reviewed to consider the
prevention of sham nominations and ensuring that nominations are validly made.

R40. The Government should consider increasing the maximum sentences for electoral fraud
relating to postal voting, personation and registration.

R41. The offence of undue influence should retain a reference to spiritual / religious influence.



R42. The learning from the work undertaken by local authorities in 17 areas at higher risk of
electoral fraud ahead of the May 2015 polls should be utilised to inform guidance and practices
that can assist areas in dealing with electoral fraud.

R43. The role of the Electoral Commission should be revisited to identify how the Commission
may best operate in providing guidance, training and support with relation to the administration
of electoral events. The Electoral Commission should also more narrowly focus on its core
functions — of party finance and overseeing national campaign expenditure.

R44. The Government should consider how the performance management regime should be
reformed and focus more clearly on key outcomes. Such a system of benchmarks would be
better undertaken by the Cabinet Office, subject to the statutory framework being approved by
Parliament.

R45. Work should be undertaken by Government to link with the Association of Police and
Crime Commissioners, the College of Policing, the National Police Chiefs’ Council and the
National Crime Agency to ensure that electoral fraud is seen as a significant issue, and that
there is a consistency of approach / response across police forces to dealing with allegations of
electoral fraud and impropriety.

R46. The Government could consider how the National Crime Agency, which has a remit to look
at organised, economic and cyber-crime, might play a greater role in investigating and co-
ordinating complex cases of electoral fraud, especially where it interacts with other financial or
benefit fraud.

R47. Officers at the most senior level in a local authority, such as Chief Executives and Heads
of Paid Service, should be appointed as Electoral Registration Officers and Returning Officers
and should undertake relevant training to ensure that they have the skills required for the roles.

R48.That the position of Electoral Registration Officers and Returning Officers is clarified with
respect to Freedom of Information rules and they are made subject to the relevant provisions to
release information.

R49. A protocol for reporting within a local authority on issues relating to electoral fraud should
be developed and guidance given by the Electoral Commission in conjunction with the National
Police Chiefs Council and other relevant bodies.

R50. The Government should undertake a review of how democratic checks and balances can
be increased in local government executive structures where power is concentrated.



POLLING STATIONS

1.

Evidence submitted to the review on polling stations focused on both the potential for
committing fraud inside and recent instances of harassment of electors outside. This
was particularly evident in Tower Hamlets.

The concept that people present in a polling station — staff, polling agents and other
electors — will know the local populace and so be able to act as an integrity check
against attempts at personation is no longer viable with a comparatively more dense and
peripatetic population.

With a growing populace and an increase in the number of polling stations (to over
40,000 in May 2015), many parties are no longer able to resource polling agents for all
polling stations and their knowledge is similarly depleted.

Outside the polling station

4.

The tradition of ‘telling’ at polling stations is long-standing and based on sound
principles of assisting political parties and candidates to ‘get the vote out’. Parties
identify who has and has not yet voted, so their resources can be targeted during polling
day towards those yet to vote. This is generally perceived as a benign activity of
recording electors as they arrive to vote (although the AEA identified issues with
inappropriate behaviour by tellers and called for their role to be set out formally in
legislation).

Evidence identified that in recent years a less welcome form of activity has been
exhibited outside polling stations in some areas, with groups of people seeking to
influence or intimidate electors on their way in to vote. One interviewee referred to a ‘war
of numbers’ of activists for opposing parties and at the extreme this has been reflected in
evidence to the review of people being surrounded by such activists— including in one
instance, the Returning Officer for a London Borough — or of people being too
intimidated to go in and vote.

Such activity has no place in a modern democracy and steps need to be taken to ensure
that it cannot continue. Those steps could be better guidance that addresses the issue
and promulgates good practice, rather than legislation. But it would rely on Returning
Officers and the police and those engaged in competing elections — candidates and
parties and their supporters — playing their roles effectively.

In some instances, Returning Officers have taken steps to address issues which, whilst
not set out within electoral legislation, were both practical and sensible to assist electors
and reduce the scope for intimidation. In Tower Hamlets in 2015, after the DCLG-
appointed Commissioners were in place, Cordons Sanitaire were put in place to provide
a space for electors to enter the polling station without being subject to being harangued
by activists. This had been a problem in the 2014 Mayoral elections. The ability to
undertake such action and adopt a flexible response to the issues that arise in any area
should be clearly set out so that Returning Officers can utilise them.

As with many aspects of this report, this point links with issues on the nature of offences
and the response of the police to instances of such activity. A number of respondents
pointed to a reluctance (maybe because of a supposed fear of claims of ‘discrimination’)
or uncertainty of the police to engage with groups of activists or supporters; the police
were unsure whether any offence was being committed and were looking for evidence of
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Inside

10.

11.

12.

13.

14.

more ‘traditional’ public order offences. As is discussed later, greater clarity around
electoral offences or allying them with more standard offences or terminology coupled
with better guidance for the police plays in here also.

Despite clear evidence of intimidatory behaviour during the Tower Hamlets election court
case, Richard Mawrey QC noted that the bar was just too high to meet the test in
criminal law. He noted: "The court appreciates that many in Tower Hamlets will be
disappointed, even horrified, that the 1983 Act does not penalise thuggish conduct at
polling stations of the sort that occurred in 2014."

R1. Greater powers should be given to Returning Officers and the police to take
action to address unwanted behaviour in and around polling stations (e.g. to be
able to set up Cordons Sanitaire and to ensure that the Police have the powers
they need to disperse and deal with people who are ‘causing a nuisance’ or
‘leading people to feel intimidated’ outside a polling station). Guidance should
indicate where such a power could or should be used.

R2. A lower test of ‘intimidation’ than the one currently set in the Representation
of the People Act 1983 should be introduced.

the polling station

The polling station is generally regarded as a place in which a ballot can be cast in
secrecy and free of any influence. Regardless of what anyone has said to an elector
outside, it is assumed that they have an opportunity in this environment to cast their vote
as they please without anyone knowing how they have voted.

However, even here fraud can still be committed, despite it being a public location in
front of independent staff, and with the opportunity for party polling agents and
accredited observers to monitor what is happening.

The secrecy of the ballot was established in 1872. The London Gazette today notes:
“Prior to the Ballot Act 1872, voters would give a show of hands, stating their choice out
loud, or mark their paper in public, while onlookers and candidates’ agents cheered or
jeered. The name and choice would be noted down in a public poll book, which
newspapers could publish. As a consequence of open voting, men who rented their
homes, or relied on a local employer for work, had to vote as the property owner or
employer wished them to vote. If they didn’t, they would risk losing their home and the
job that fed their family. Bribery with money and liquor, drunken fights and threats from
candidates, were also common.” Yet changing technology in the 21% Century threatens
to undermine the long-standing rights to privacy established in the 19" Century.

People accompanying others into polling booths to assist them has mostly been seen as
benign — with spouses or friends helping others who have low literacy or language skills.
There is also a need to assist the disabled and those with poor sight.

Yet there are practices that can compromise the integrity of voting, such as someone
accompanying the voter to the polling booth to influence them, or someone being
compelled to take a picture of their completed ballot paper to show how they have voted.
The 21% Century phenomenon of ‘selfies’ highlight how growing use of IT and
communication could support abuses of the voting process.


https://www.thegazette.co.uk/all-notices/content/100726

15.

16.

17.

18.

19.

20.

Photography is not completely banned by legislation (distribution of photographs of
completed ballot papers is technically illegal; this does not apply to postal ballot papers).
Whilst signs are used to deter photography in polling stations, there is insufficient legal
sanction against such activity.

The languages spoken in polling stations (and other places such as the count) has
recently become an issue with concerns that promoting the use of non-English
languages could disguise coercion or influence within the polling station. This has not
been helped by the Electoral Commission facilitating what it calls “community
languages”'. Such an approach undermines integration and leaves the door open to
fraud. These are not ‘community languages’ — they are foreign languages. In the last
Parliament, DCLG changed guidance to councils to stop expensive and counter-
productive translation into foreign languages, but some councils have chosen to ignore
it. Ballot papers already feature political party logos which helps voters with poorer
reading sKkills to cast their ballot.

In this Parliament, the Government has recently legislated to ensure that public-facing
workers in the public sector can speak fluent English (or within Wales, English or
Welsh). There is no excuse for voting in polling stations not being concluded in English
as well. This will ensure that polling agents, the police, polling clerks and nearby
members of the public are able to witness potentially illegal activity.

A concerning development has arisen in relation to trust placed in the officials running
elections; a case in Derby (from May 2012) found that a poll clerk had covered up for
relatives who personated other people on the register. Other contributors to the review
raised concerns about the potential for inappropriate actions by polling stations staff,
such as at the end of the day marking off electors on the register who had not voted and
putting in ballot papers for them, or even the potential for ballots marked with pencils to
be amended. Clearly effective selection and monitoring processes need to be used
when selecting and supervising staff employed at polling stations and this is an area on
which guidance could be strengthened.

Handing in of ballot papers at polling stations has long been a source of concern. The
law allows this in order to assist voters who, for whatever reason, fail to commit their
completed postal ballot pack to the postal service in time for it to be received and
counted by the Returning Officer. Handing it in at a polling station before it closes
ensures that the ballot is with an ‘agent’ of the Returning Officer and the papers can be
included in the count. However, handing in numbers of completed postal ballot packs
can indicate that someone has been gathering them up, whether with innocent intent or
not. To do so and not pass them to the Returning Officer in good time, leaves scope for
suspicion that the ballots have been tampered with; or opens up that they are being put
forward in bulk at the last moment, in the hope that they will not be so stringently
checked by the Returning Officers and their staff, who will be subject to the most
pressurised time of the elections process at close of poll and when preparing for the
count.

Removing the opportunity to hand completed postal ballot packs in at polling stations
would not be helpful to voters in general. But political parties and activists should not be
‘harvesting’ postal ballot papers and postal ballot envelopes. Handling should be
restricted to immediate families or designated carers. (Postal voting and protecting the
secrecy of postal ballots is covered in more detail later in this document).

' As evident by the Parliamentary answers of Hansard, 3 March 2014, Col. 695W.
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21.

Provision of police at polling stations as a matter of course was also suggested, or
expected, in some responses. Whilst this has been the position in some areas where
issues have been predicted, it would prove unnecessary and expensive if made the
norm and therefore should be retained as a matter for the Returning Officers to agree
with the police where needed. However, a more assertive policing approach should be
adopted to protect the rights of voters in polling stations where there is a risk of
intimidation by campaigners.

R3. The taking of pictures and use of cameras (including camera phones) in
polling stations should be made illegal in order to prevent voters being
intimidated into recording how they voted and to preserve the secrecy of the
ballot.

R4. The use of English (and Welsh, where appropriate) in polling stations should
be required at all times, including any assistance given to electors by electoral
staff.

R5. Guidance and training should be strengthened to ensure that staff in polling
stations enforce the rule that people go to the booth individually.

R6. Guidance should be produced on layout of polling stations and actions to
minimise scope for people to be able to take a ballot paper out of a polling station.

R7. Completed postal ballot packs should only be handed in at a polling station by
the voter or a family member / designated carer acting on their behalf — a limit of
two should be applied for any one person handing in completed ballots and
require an explanation as to why they are being handed in and signature provided.

Identification in polling stations

22.

23.

24.

The most significant issue in relation to polling stations though is whether electors
should be required to provide identification before being allowed to vote. Trust has been
an enduring factor in British elections for many decades. But a number of commentators
now point to the potential for significant abuse if people can commit personation at
polling stations with little risk of detection. It is harder to take out a municipal library book
than it is to vote in a polling station administered by the same council.

At present the only way to seek to establish identity through the use of the ‘statutory
questions’ set out in legislation, asking someone to confirm or deny they are the person
registered at an address and whether they have already voted or not. The use of the
‘statutory questions’ is both very basic and optional and thus they are used rarely or not
at all in many polling stations. In any event ‘coaching’ of people being used to commit
personation could overcome that check.

More flexible questioning is an option but then leaves the process itself open to being
used, or accusations of it being used, in a discriminatory fashion and with the possibility
of it being used as a basis to challenge the effective running of the poll. Guidance may
assist here — maybe with some secondary questions to be asked, of everyone, in areas
where fraud has previously been identified or is suspected.

11



25.

26.

27.

28.

29.

30.

31.

32.

Both the Organisation for Security and Co-operation in Europe’s (OSCE) Office of
Democratic Institutions and Human Rights (ODIHR)? and the Electoral Commission®
have recommended the introduction of use of ID in polling stations in the UK in recent
years. They see the lack of verification as too trusting and open to abuse. Both
organisations point to the system in Northern Ireland where a list of acceptable
documents is supported by the availability of a specific (voluntary) elector ID card for
people, who may not have something on the list of documents.

This system has had a positive effect in Northern Ireland where electoral abuse was
evident on a significant scale before its introduction. Producing identification at the
polling stations in Northern Ireland has now been the ‘norm’ for 30 years — with photo ID
required from 2003 after fraud was evident in the use of non-photo ID. Anecdotally, in
recent elections, the numbers of people who do not vote because they cannot produce
the acceptable ID or forgot ID is extremely small.

There was much argument about whether the existing guidelines were sufficient.
Research undertaken at the May 2015 polls reported very few polling station staff had
suspected that any personation had taken place where they had worked (11 out of 1289
poll workers surveyed); the researchers argued that people being turned away because
they were not actually registered was a much more significant issue.

There is a clear tension between accessibility and security here, as there is in other
voting channels and in the registration process, but a proportionate response may be
possible.

Despite the low numbers of allegations and rare cases of personation being prosecuted,
there is a concern that the absence of evidence does not mean this practice is not taking
place. And even if it is not, there is a precautionary principle that comes into play in
terms of the potential for it to happen. As noted above, the absence of some form of
verification at the polling station has been identified by a number of expert organisations
as a significant vulnerability. Given that over 80% of the registered electorate are
essentially registered to vote at polling stations (under 20% have a ‘remote’ vote —i.e. a
postal or proxy vote), this presents a risk that needs to be addressed in the short term.

There are a variety of potential means of verifying the identity of voters — from the use of
specific photographic ID to lighter touch options of voters confirming who they are
through data they ‘carry with them’ as a matter of course which could be physical (such
as a bank card or travel pass) or just a piece of information such as date of birth or
signature.

Evidence and views in favour of providing some form of ID included the major
organisations engaged in the delivery of elections such as the Electoral Commission, the
Association of Electoral Administrators, SOLACE (council chief executives) and the
support of the National Police Chiefs’ Council. All believe that an ID requirement is
necessary and refer to photographic ID whilst recognising the need for a scheme that
ensures all electors can be included.

Some respondents raised challenges such as why ID was required to collect a parcel
from Royal Mail but was not required to obtain a ballot paper. Others recited anecdotal

2 http://www.osce.org/odihr/elections/uk/115663 and http://www.osce.org/odihr/elections/uk/147996

3 http://www.electoralcommission.org.uk/find-information-by-subject/electoral-fraud
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33.

34.

evidence of people attending police stations complaining of not being paid for their poll
cards and of polling station staff reporting a noticeable number of people reading the
elector details from poll cards as though unfamiliar with them. Others felt that
personation could be happening but undetected.

Those in favour suggested a variety of options as well as photo ID such as providing a
signature, or even use of indelible ink on voters’ fingers to avoid them voting twice.
These responses reflected a concern that the current process is out of step with other
‘formal’ processes where signatures or ID are required to complete transaction or
receive a benefit.

Reforms in this area could actually increase turnout: some electors may (wrongly) think

that bringing their polling card is a requirement to vote; they mislay their polling card and
therefore believe they cannot vote on election day. Requiring some form of identification
instead may actually reassure voters that a polling card is not a necessary requirement,

encouraging more to vote on the day.

Options for ID in polling stations

35.

There are a number of options that could be considered:
A. Date of Birth

This has the benefit of being something that the vast majority of people hold in their
memory and can readily recite. It would provide a simple test of the elector’s identity
without adding any inconvenience. Save for exceptional circumstances, electors are
unlikely to be adversely affected by such a requirement.

However, dates of birth are not uniquely known to the elector and could be abused by
people who know them for relatives, friends and acquaintances or who gather them
illicitly from online sources (though the latter is a broader risk with identity fraud, and the
public should be made aware of risks of revealing too much personal information online).

An ability to check dates of birth at a polling station would also require some significant
work to produce a record for all electors to be checked against. Whilst the information is
held for new registrants, dates of birth were not collected before the introduction of
individual electoral registration and the majority of entries transferred across from the
household-registration registers do not have the data on the records. That said, a
process of collecting the gaps via the annual canvas could be undertaken.

B. National Insurance Number

A National Insurance Number is held by most adults in the UK and is already used as
part of the registration process to verify the existence of people applying to go onto the
register. Using it to ascertain identity in the polling station would be a more robust form
of check than dates of birth, given National Insurance numbers are less likely to be
known by other people.

The downside is that whilst some people do commit their National Insurance number to
memory, others do not and the likelihood of people not being able to recite it are
increased. As with dates of birth, National Insurance numbers have not previously been
held on the register and it would take a change to registration processes and a data
collection exercise to gather them in to be used as a polling station check.
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C. Signature

Use of a signature to confirm identity is used in a number of countries and was trialled in
England in 2006 and 2007. Like date of birth, it is something people carry innately and
can be readily utilised but the giving of a signature can imply a more formal ‘contract’
type transaction which some commentators thought appropriate for voting.

The OSCE / ODIHR saw signatures as a viable option in its report on the 2010 General
Election: “OSCE/ODIHR reiterates its recommendation that serious consideration should
be given to introducing a more robust mechanism for identification of voters. Existing
national and local government-issued cards could be considered for this purpose and
voters could be obligated to sign the voters list before being issued a ballot paper.”

As with the above options, there is not an existing database of electors’ signatures
(except for those expressly given for postal voting) that could be used for checking
against at the time of voting. Signatures could provide an opportunity for post-election
checking in the event of allegations of impropriety as they are not purely data which
could be replicated. However, as evident from historic experiences with credit card
signature verification in shops, signatures can be difficult to verify accurately.

D. Production of a bank card (or similar) with a signature

Production of some form of commonly carried ID is another option, and could be
combined with the giving of a signature. The majority of people carry some form of card
that includes a signature (bank card, credit card, etc.) that could be produced and used
to verify a signature given before receiving a ballot. That would preclude the need for a
data collection exercise for signatures to be held by the Returning Officer and made
available for checking against at the polling station.

It is likely though that some people will not carry a card or document with them on a
consistent basis; there may unforeseen consequences (such as issues over use of cards
belonging to other people to appear to ‘legitimise’ a fraudulent vote) that need to be
considered in detail in looking at this option.

E. Production of other ID — bus pass, etc.

Other cards and documents that people carry habitually could be an option — and
potentially in conjunction with the use of cards with signatures if they expanded that
option to cover significantly more electors.

A more eclectic range of documentation with no common factor (e.g. a signature or
photograph) would be harder to mandate and to ensure provided sufficient rigour.

F. Production of specific Photo ID — passport, driver’s licence or electoral card

Use of specified ID with photographs was the most cited option and is the option most
clearly defined in responses. It provides certainty of the provenance of the ID if limited to
passports, driving licences and some form of dedicated photo ID produced for electors
who do not have either of the other options.

It should also be noted that the Government has ruled out the introduction of National
Identity Cards. The downside for this policy option is the certainty that a number of
people will not have either of the regular forms of ID, and there is a cost of providing a
dedicated (voluntary) ‘electoral ID card’ as already exists in Northern Ireland.
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The Electoral Commission has recently examined* this possibility and the attendant
costs for a variety of approaches. The Commission has assessed this would cost
between £1.8 million and £10.8 million per annum. The Government will need to
consider whether one of the models put forward by the Commission provides a
proportionate cost if minded to take this route.

Either way, the Government may wish to consider piloting one of more of the potential
options. Such pilots could be initially located in local elections in local authority areas
which have previously experienced electoral fraud, given they are clearly ‘high risk’
areas. Section 10 of the Representation of the People Act 2000 could allow for such pilot
schemes to be introduced.

R8. The Government should consider the options for electors to have to produce
personal identification before voting at polling stations. There is no need to be
over elaborate; measures should enhance public confidence and be proportional.
A driving licence, passport or utility bills would not seem unreasonable to
establish identity. The Government may wish to pilot different methods. But the
present system is unsatisfactory; perfection must not get in the way of a practical
solution.

REGISTRATION

The long-delayed introduction of individual electoral registration in Great Britain has made a
significant improvement to the security of electoral registration. It is a shame that it was not until
December 2015 that the full transition was completed. It has been proven in Northern Ireland
over a decade to make a real difference to the scope for electoral fraud.

However, whilst individual electoral registration addressed a key vulnerability in terms of
verifying the identity of applicants, the evidence provided as part of this review has highlighted a
number of other issues with the processes for electoral registration which were not resolved by
individual electoral registration. Allied to that is a need to ensure that local authorities are
providing sufficient focus on electoral registration and that there is a consistency of approach.

Verification of registered address

36. Several electoral administrators suggested that applicants be required to prove their
residency at an address in the local authority area, either where this cannot be
established by other means or in response to a match not being made against
Department for Work and Pensions data.

37. The automated checking processes conducted under individual electoral registration
provides Electoral Registration Officers with an indication of the validity of an applicant’s
identity but does not check whether the applicant appears on the DWP database at the
address they have given in their application. The primary function of the database is not
to validate electoral registration applications — its role is to administer the functions of
DWP; as a result, up to date address information is unlikely to be held unless an
individual has a direct, transactional, relationship with DWP (such as benefit claimants or
recipients of the state pension). This means that any attempt at address verification on a
national scale against DWP data is likely to be counter-productive with match failures or
false positive results returned on a large scale.

* Electoral Commission, Delivering and costing a proof of identity scheme for polling station voters in
Great Britain, December 2015.
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38.

39.

40.

Whilst there are other national data sources which hold address information, it would
require significant investment to create a matching environment which made checks
across multiple, national, data sets. Work was undertaken by the Government during the
introduction of individual electoral registration, which was evaluated by the Electoral
Commission®, on data mining for purposes of identifying potential new electors and
those who should be removed from the register. Whilst the list of datasets used for these
pilots is not exhaustive, it did highlight some specific issues with these datasets which
may be indicative of some of the problems which could be encountered by national data
matching:

° Department for Education — whilst currency and completeness of address were
good, education data would only cover a small subset of the totality of
registrations.

° Welsh Department for Education and Skills — in addition to the lack of coverage
issue identified for DfE data, this data set does not hold complete address data
making it unsuitable for this purpose

) Royal Mail — whilst address data appears to be more complete than other national
datasets, the currency of information is an issue with out of date residency
information held on individuals

° Student Loans Company — Piloting in 2013 found that there were issues with
completeness of address data which made matching against address difficult. As
with other forms of education data, matching against this source would only cover
a small proportion of the total number of registrations

There are other datasets, notably DVLA and HMRC data, which were not included in this
evaluation work and they may prove more suitable for this purpose. However, the most
important factor when considering the efficacy of data for purposes of combating
registration fraud is the extent to which address information submitted by individuals is
validated by the data holder; without checks being made against the address provided to
a national dataset, it would be possible to provide false address information when
applying, for example, for a driver’s license. Subsequent checks made against this
dataset during the registration process would have little effect other than to confirm
already fraudulent information.

Given the potential complexity of a national matching approach, a better solution to this
issue would seem to lie at a local level; Electoral Registration Officers already have
powers to require applicants to supply information about their qualification to register
(including residency) and a more consistent and thorough approach to the use of these
powers is recommended. This would not require legislative change to effect and could
be achieved through improvements to guidance to Electoral Registration Officers.

R9. Clearer guidance should be provided on the circumstances in which Electoral
Registration Officers should seek further evidence as to an applicant’s address.

Registrations at more than one address

41.

The Association of Electoral Administrators’ (AEA) submission to the review asked that
there should be greater clarity in legislation as to the factors to be considered by
Electoral Registration Officers when registering an elector at a second residence.

® Electoral Commission, Data Mining Pilot - Evaluation Report, July 2013. ,
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42.

43.

44.

45.

It is certainly the case that legislation as currently drafted is ambiguous in relation to
determining whether an applicant can be deemed to be resident at more than one
address. Whilst case law does exist, in reference to specific examples such as students,
which does provide an element of definition in this regard, there are no hard and fast
rules which Electoral Registration Officers may apply to the generality of electors.

This lack of definition, and resulting inconsistencies in how individual Electoral
Registration Officers apply their understanding of the law, presents opportunities for
fraud. An application may be made, for example, to register someone who owns a
property but who does not reside there — an officer making checks against that
application may find evidence of ownership and therefore assume residence; a
fraudulent application would have been allowed as a result

The Government should consider how residence could be defined, what the appropriate
mechanism for this would be (primary or secondary legislation), and what additional
guidance should be provided to Electoral Registration Officers to ensure a consistent
national approach.

This necessarily involves a policy decision in relation to second home owners and local
elections. An elector with more than one residence can only vote once in any election to
a single assembly (e.g. only once in a Parliamentary election). However, | would suggest
that the electoral registration rules should expressly ensure that UK citizens who are
liable for council tax (in occupied properties, in which they are at least partially resident)
have a say in how their council is run and how their council tax bills are set. Local
taxation must go hand in hand with local representation.

R10. The Government should consider how residence can be defined in law and
what factors should be taken into consideration by Electoral Registration Officers
in making that determination.

R11. The Government should produce statutory (if necessary) guidance for
Electoral Registration Officers which ensures a consistent UK wide approach to
determining residence.

Provision of previous address

46.

47.

48.

Electoral administrators expressed concerns that applications were being made, and
accepted, which did not contain the previous address of the person making the
application. Whilst it is the case that there may occasionally be legitimate reasons for not
supplying this information (the applicant may have moved to the UK from abroad, for
example), the vast majority of applicants will have already been registered at a UK
address and should be supplying this information in their application.

Where this information is not supplied, it is not possible for Electoral Registration
Officers to identify the applicant’s previous local authority area and send a notification to
their previous Electoral Registration Officer that the applicant should be removed from
the register at their old address. There is the possibility that this previous registration
could then be used by another person to vote in a poll (an offence known as
personation), presenting a potential fraud risk.

The provision of previous address is a mandatory requirement of a registration
application, however where this information is absent, Electoral Registration Officers are
not in a position to judge whether this is for legitimate reasons. Legislation should
therefore be amended to require either; the applicant’s previous address to be supplied,
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or; a reason why this has not been given. It would then be for Electoral Registration
Officers to determine whether the reason given for non-provision is a valid one and to
use their existing powers to require the supply of this information where it is not.

R12. Legislation should be amended to strengthen the requirement to provide a
previous address, by requiring a reason for non-supply of a previous address by
applicants.

Verification of nationality

49.

50.

51.

Of the responses received by the review in relation to electoral registration, concerns
about the verification of an applicant’s nationality represented the issue which generated
the most commentary. Respondents were of the view that greater checks should be
made against the nationality, and eligibility of foreign nationals (Irish, EU, and qualifying
Commonwealth citizens) making registration applications whilst living in the UK.

It is the case that, whilst Electoral Registration Officers have powers to require any
applicant to prove their nationality and immigration status, these powers are not applied
systematically and, aside of a minority of cases where the officer has grounds for
suspicion that the nationality information provided is false, they are required to accept an
applicant’s declared nationality at face value. This presents a clear risk for both
organised and opportunistic fraud. Ineligible persons may give a false nationality in order
to appear on the electoral register and, similarly, EU nationals who hold a limited
franchise may give a false nationality in order to gain access to voting in UK
Parliamentary elections.® Moreover, Commonwealth nationals do not have a blanket
right to vote in elections — it is conditional on being a qualified elector.”

R13. The Government should take action to address the clear vulnerability to the
registration system as a result of the lack of systematic checks on nationality.

There are three broad approaches which could be taken forward to address this issue:

Stronger deterrents on registration applications

52.

This could be achieved by means of minor amendments to existing secondary legislation
and would prove to be an effective deterrent to casual fraudsters. It would, however, not
in itself prevent or detect organised, large scale, fraud.

R14. Registration application forms should be amended to contain warnings that
nationality information may be checked against Government records and to re-
iterate the existing warnings on the criminal penalty for provision of false
information.

Targeted checking of applications from foreign nationals

53.

The respondents who raised this issue all suggested that all foreign national applicants
should have their nationality/immigration status checked against Home Office data (both

® The decision of the United Kingdom to leave the European Union will obviously have implications for the
participation of EU citizens in local elections. This is beyond the scope of this report.

"To qualify, Commonwealth citizens must be resident in the UK and either have leave to enter or remain
in the UK or not require such leave. The definition of a '‘Commonwealth citizen' includes citizens of British
Crown Dependencies and British Overseas Territories.
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54.

Passport Office and UK Visas & Immigration). There are existing mechanisms in place
which would facilitate this for Commonwealth nationals, and the Cabinet Office is
currently conducting pilots with Electoral Registration Officers and the Home Office into
an automated checking system that would streamline this process. Whilst it may be
technically feasible, to extend this approach beyond Commonwealth nationals would
raise the following issues:

° Current legislation allows for checking of the immigration status and nationality of
Commonwealth nationals as their eligibility to register is dependent on their having
leave to enter or remain in the UK, or otherwise having a right of abode. Electoral
Registration Officers also have powers to ask for documentary proof of the
nationality of EU and lIrish citizens. . In both cases Electoral Registration
Officers can only conduct these checks where they have doubts about the
information given in an application — making such checks on all foreign
nationals would require legislative change.

° There is a specific issue with applying these checks to those holding Irish
nationality since this would include those born in Northern Ireland who have the
right to identify themselves as British or Irish, or both.Checking nationality
information for a specific section of the UK population, rather than the whole, is
intrinsically weak since all a fraudster would have to do to avoid the check is to
give their nationality as British.

° Any check applied to any part of the registration process which only affects a
subset of applicants based on their nationality may incur claims that the policy is
discriminatory and unlawful

Given these issues, the development of any systematic checks on nationality should be
applied to all applicants to register to vote rather than a subset.

Checking nationality for all applicants

55.

56.

57.

58.

The systematic checking of nationality information on all applications to register to vote
represents a substantial challenge for government. Given the proven benefits of online
registration in terms of ease of access for applicants and efficiencies in the registration
process, a requirement to provide paper documentary evidence (such as passports,
visas, or birth certificates) to establish nationality would undermine those benefits and
create a substantial and costly bureaucracy.

Any approach to addressing this issue should therefore attempt to automate checks on
nationality, using existing government data sets, and should be integrated into the
existing infrastructure created by individual electoral registration. Such a system would
require legislation to create the powers/requirement to undertake such checks, the legal
gateways to enable the transfer of data, and requirements on Electoral Registration
Officers to be guided by the results of checks in determining applications. Whilst much of
the infrastructure for these checks is already in place, there would be parallels with
individual electoral registration in terms of complexity and cost.

Whilst these present significant challenges, the introduction of individual electoral
registration has demonstrated that these can be overcome — provided that an
implementation programme is well resourced, with challenging but realistic deadlines,
and has full support from across both central and local government.

Whilst detailed evaluation would be needed to explore this area in depth, an outline set
of considerations can be recommended at this stage:
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59.

° a systematic approach to nationality checking would require data for matching
purposes that is both comprehensive and accurate; as with individual electoral
registration, extensive piloting and investigative work would be required to
establish the most suitable data source(s) for this purpose.

° matching algorithms to support systematic checking would need a high degree of
confidence that the person named in an application is the same person as
identified in the data set, to avoid giving inaccurate responses and
disenfranchising eligible citizens.

These are initial considerations which should shape the delivery of a system of
systematic checking, more detailed work will be required to establish the scope and
objectives for any programme tasked with delivering a solution to this issue.

R15. The Government should consider the feasibility of an automated approach to
checking nationality, to work as part of the existing individual electoral
registration infrastructure.

Other reasons for nationality fraud

60.

61.

62.

63.

Evidence from electoral administrators and the police suggests that there is a link
between registration fraud and financial fraud. If a primary motivating factor in
registration fraud is to gain access to financial services and/or commit financial fraud
(either on an organised or opportunistic basis), then additional measures to address this
issue may lie outside the registration process.

In their evidence to the review, the National Police Chief's Council noted that expert
analysis of the Metropolitan Police Fraud database (known as Operation Amberhill) had
linked false electoral registrations with fraudulent applications for credit, benefits and
other financial products; the fraudulent electoral roll entry was the means of creating a
false identity footprint. The London Electoral Management Board (representing London
returning officers) also warned that phantom registrations are made to facilitate
fraudulent access to credit, services and benefits, as the electoral register becomes de
facto evidence of residence. They explained that the high level of “residential churn” in
London — with 400,000 Londoners moving each year — creates particular risks for the
capital from phantom entries on the electoral roll.

Some registration fraud may be low-level and simply be motivated to help an individual
get (otherwise legitimate) credit, utilities or a mobile phone. Improving credit referencing
for eligible foreign nationals could have the potential to mitigate a motivating factor
behind registration fraud and, as a result, have the effect of reducing such fraud.

The Government should therefore work with local authorities to set up a voluntary
register for foreign residents, who do not have voting rights, but do have leave to enter
or remain. As with the current electoral roll, this data could be provided to credit
agencies for a fee, which would help fund the administrative costs. The register would
provide a mechanism for people (who pay council tax and have leave to enter or remain)
to be recognised as local residents, and thus have access to credit, but still not vote.
Local authorities would check that the applicant had valid leave to enter or remain, and
could check that status once that leave had expired or was due to do so. A decision
would need to be taken on whether to make such a facility only open to those with
indefinite leave to enter or remain, or to open up as well to long-term visitors such as
students.
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64.

Such a policy would complement action on illegal immigration. It would assist integration
for those law-abiding foreign nationals who paid their council tax and followed
immigration rules.

R16. To protect the integrity of the electoral register and assist integration, the
Government should work with councils to introduce a separate, voluntary
municipal register for those who do not have voting rights, but do have
permission to reside in the UK.

Provision of registration information to law enforcement

65.

66.

67.

68.

69.

One police respondent suggested that Internet Protocol (IP) addresses should be
retained by the IER Digital Service (the digital transaction service which enables the
transmission of registration applications and the matching of application data to DWP
records), so that this information could be interrogated by law enforcement in order to
establish an evidence trail when seeking to prosecute potential fraudulent applications.
Whilst this information is passed to Electoral Registration Officers currently, it was the
respondent’s view that this would be inadmissible in court.

Whilst this change may be technically possible, it is unclear as to the potential costs to
creating and maintaining a secure data storage environment to facilitate its use, as well
as providing some form of interrogation interface which would allow law enforcement to
access this information.

In addition, concerns regarding data privacy and the creation of new national databases
will need to be addressed. The IER Digital Service was specifically designed not to
retain application data once matching is complete, in order to mitigate concerns raised
by the Information Commissioner and others during the development of individual
electoral registration. Appropriate legal and physical safeguards would need to be put in
place to ensure that the use of this information was proportionate and could not be
abused.

Finally, further investigation would be necessary to determine the effectiveness of the IP
address in establishing a link between a given individual and a potentially fraudulent
application; for example, the IP addresses of computers located in multi-use locations,
such as public libraries or workplaces, would not, in themselves, establish that link. In
addition, it would also be worth considering whether, particularly in cases of organised
fraud, fraudsters would be able to find ways of masking an IP address or giving a false
trail.

With these points in mind, there would still be value to investigating the development of
such a facility further — but with a clear understanding that this measure should be
subject to a rigorous cost/benefit analysis to ensure there is genuine value to what may
be a costly, and potentially controversial, change to the digital infrastructure of electoral
registration.

R17. The Government should investigate the development of a facility in the IER
Digital Service to retain the IP address used to make applications. This should be
subject to a rigorous cost/benefit analysis to ensure that that such an approach
would be of genuine value to law enforcement.
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POSTAL VOTING

70.

71.

72.

Postal voting on demand attracted the greatest degree of comment from respondents. It
was considered by some to be the UK’s main electoral vulnerability and to provide the
‘best’ opportunity for electoral fraud.

Abuses of postal voting on demand were noted too often be carried out in communities
where an individual’s right to vote in secret and exercise free choice may not be fully
valued. Evidence was presented of pressure being put on vulnerable members of some
ethnic minority communities, particularly women and young people, to vote according to
the will of the elders, especially in communities of Pakistani and Bangladeshi
background. There were concerns that influence and intimidation within households may
not be reported, and that state institutions had turned a blind eye to such behaviour
because of ‘politically correct’ over-sensitivities about ethnicity and religion.

Richard Mawrey QC noted that postal votes were the most significant problem and that,
whilst the introduction of ‘postal vote identifiers’ (signature and date of birth) in 2007 had
been a step in the right direction, the possibilities of undue influence, theft of postal votes
and tampering with them after completion were all still risks. In summary, he saw the
system as effectively just being policed by political parties watching each other with not
enough rigour in the systems themselves.

Postal voting on demand

73.

74.

75.

76.

Some considered that postal voting should be restricted to those unable to get to a
polling station to vote in person for reasons of health or disability. It was argued that
unrestricted postal voting undermines the fundamental secrecy of the ballot and that
despite existing safeguards can never guarantee that the voter has not been influenced
in some way.

One respondent who argued against unrestricted postal voting considered it to go
against British political tradition and to be an infringement of the central principles of
international human rights treaties. They suggested that a new Electoral Act should
contain in its first part an unequivocal right for British citizens to vote in secret, and that
primary legislation should set out the right and obligation to vote in a solitary fashion,
with secondary legislation / guidance used to facilitate this practice.

Suggestions were made to mitigate the effects of abolishing postal voting on demand
(which many electors find to be a convenient way to vote) by facilitating voting in person.
One idea was for those with ‘less serious’ reasons for being unable to vote in person
(e.g. holiday) to be able to vote in person in the local authority’s offices for up to 3 weeks
before the poll.

Overall though, there was a recognition that postal voting on demand is very likely to be
a continuing feature of the electoral system and that the availability of postal voting
encourages many legitimate electors to use their vote effectively and engage with the
democratic process. For this reason, it is considered that abolishing postal voting on
demand would be a disproportionate step and that strengthening the system is what is
required.

Postal vote applications

77.

It was suggested in evidence to the review that postal voting on demand has
encouraged political parties to target voters and get them to apply for postal votes, and
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78.

79.

80.

81.

that this was observable in the pattern of postal votes secured within some wards.
Canvassers appeared to operate in groups and in areas where there is a high
concentration of people who do not speak, read or write English. One method suggested
by the Electoral Commission to improve the security of postal voting processes was for
the legislation to more clearly define offences of compelling someone to apply to vote by
post and of altering an elector's completed absent vote application form.

Political parties’ issuing of party branded postal vote application forms was considered
by some respondents to be inappropriate.

The ability of voters to request that their postal vote be directed to a different address
from the one they were registered at to another within the same electoral area was
considered unnecessary by one respondent who observed that this tended to be a
marker for electoral fraud, since it could be a sign that the voter’s postal vote had been
‘intercepted’ — falsely applied for or re-directed to someone else to complete.

However, these concerns need to be balanced by the fact that it is entirely legitimate for
political parties to encourage electors to vote, be it in person or by post. Allowing political
parties to handle application forms drives up election turnout.

An applicant for a postal vote who is unable to provide a signature may request a
signature waiver (and must provide reasons for doing so), which Electoral Registration
Officers may grant if they are satisfied that this is due to the voter’s disability or inability
to read or write. How they should ascertain this is a local decision and not specified in
legislation. The lack of formal checks leaves the process vulnerable to electoral fraud.
Views were received in support of a requirement for waiver requests to be attested in the
same way as proxy applications (for definite and indefinite periods). The AEA supported
this measure and believes that the list of providers of attestation should extend to health
professionals, including carers. The Law Commission® consulted on the proposal and
found a majority of consultees (29 out of 36) who responded to it agreed with it.

Postal ballot packs

82.

83.

Some parties were said to use the ploy of canvassing or answering enquiries about
completing postal votes to ‘harvest’ them following their delivery by Royal Mail. The
postal vote might be completed fraudulently by party activists, or voters might be forced
to sign and put their date of birth on the postal vote statement, and hand it with their
unmarked ballot paper to campaigners to be taken away and filled in elsewhere. Postal
votes already completed by the voter and handed over to activists might furthermore be
checked, and if found not to have been cast in support of the activists’ party, be
discarded. It was suggested by the Electoral Commission that legislation should create
an offence of taking an elector’s uncompleted postal ballot pack from them, and should
more clearly define an existing offence of opening or altering the contents of a
completed postal ballot pack.

People who appeared as recipients of postal votes on the electoral roll were said to be
targeted by continual visits, with some voters reporting feelings of harassment and a
belief that party activists’ knowledge of their choice to vote by post could increase
vulnerabilities to electoral fraud. It was suggested that restricting postal votes to being
provided on a one-off basis to those who request them could prevent postal votes
becoming a target for interception and coercion by fraudsters.

® There are three Law Commissions in the United Kingdom, covering England & Wales, Scotland and
Northern Ireland. This was a joint project.

23



84.

In some cases completed postal ballots were placed in polling station ballot boxes
(where they are indistinguishable from those of electors who vote in person), often close
to 10.00 pm or were handed in to officials at polling stations. It was suggested that the
person handing in the postal ballot papers should be made to sign a form on doing so,
and that the postal ballot papers themselves should be printed in a distinguishing colour
so they could be more easily identified at the count.

Campaigner behaviour

85.

86.

87.

88.

89.

Although the Electoral Commission has published a Code of Conduct covering
campaigner behaviour, it is voluntary. The Electoral Commission considered that political
parties should take a more active role in setting high expectations for supporters and
communicating them to electors, and for declared candidates for elections to endorse
personally the Code of Conduct and take responsibility for the behaviour of their
supporters.

Yet the Code diverges from the letter of electoral law. Moreover, even though national
parties may incorporate the Code of Conduct into their internal codes and disciplinary
processes for their members and candidates, independent candidates do not have a
party machinery to which inappropriate behaviour can be referred. The National Police
Chiefs’ Council evidence to this review noted any breaches of the Code cannot be
upheld by the police. It would make more sense if the guidelines reflected the actual law.
At present, the Code has no real status and is ineffectual in dealing with the problem.

The voluntary status of the Code of Conduct® was considered inadequate by a significant
number of respondents, including organisations which represent electoral administrators,
Returning Officers from areas at higher risk of electoral fraud, and electoral services
departments in local authorities. They supported a statutory Code of Conduct and
criminal offences attached to unacceptable behaviours described in such a code.

The Law Commission consulted on whether the law should create offences to prohibit
the involvement of campaigners in a number of activities listed as follows, of which
numbers (3) — (7) are similar to behaviours advised against in the voluntary Code of
Conduct:

1) assisting in the completion of postal vote applications

2) handling completed postal vote applications

3) handling another person’s ballot paper

4) observing a voter marking a postal ballot paper

5) asking or encouraging a voter to give them any completed ballot paper, postal
voting statement or ballot paper envelope.

6) if asked by a voter to take a completed postal voting pack on their behalf, failing
to post it or take it directly to the office of the Returning Officer or to a polling
station immediately

7) handling completed postal voting packs at all

The Law Commission noted that there was strong support for increased regulation of
campaigner behaviour but concluded that the measures would criminalise helpful and
otherwise unavailable assistance to those voters who need it. They also considered that

o http://www.electoralcommission.org.uk/find-information-by-subject/electoral-fraud/code-of-conduct-for-

campaigners
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the measures would be difficult to enforce and any breaches hard to detect and would
be an overreaction in light of the available data on fraud.

Recommendations on postal voting

90.

Options to reduce the risk of electoral fraud in relation to postal voting broadly fall into
the following categories:

° measures to clarify existing legislation in relation to unacceptable campaigner
behaviour.

° measures to increase regulation of campaigners via statute and the creation of
new offences.

) measures to prevent postal voters being inappropriately targeted by political
parties.

Strengthening secrecy of the ballot

91.

92.

93.

Secrecy of postal voting was seen by respondents to the review as central to concerns
about undue influence. Current legislation (in section 66 of the Representation of the
People Act 1983) requires persons attending polling stations to maintain and aid in the
secrecy of voting and prohibits information about how an elector has voted in a polling
station being obtained or communicated. Although, as previous discussed, the
legislation does need tightening with regards to photography in polling stations.

The Law Commission has pointed out that there are no equivalent provisions applicable
to postal ballots marked outside a polling station, i.e. postal votes. Although legislation
requires those attending proceedings in connection with the postal voting process to
maintain the secrecy of voting, the public in general is not subject to such a requirement.

The secrecy of the ballot is fundamental to the ability of voters to cast their vote freely
without pressure to vote a certain way. Extending the secrecy provisions to postal votes
will help to prevent undue influence, and assist in the prosecution of cases where it
occurs. This would require clear guidance being included with postal vote packs for
voters not to publish photos of their completed ballot papers on social media. This
should not however prevent individuals’ expressing support for a political party on social
media, including saying how they had personally voted. This would be a reasonable
balance between the important British liberties of both freedom of expression and
freedom to vote.

R18. The offences contained in section 66 of the Representation of the People Act
1983 which protect the secrecy of the ballot in relation to in person voting should
be extended to postal ballots.

Clearer guidance on campaigner behaviour

94.

95.

This review, like the Law Commission’s work, found significant support for a statutory
Code of Conduct. Banning campaigners’ from carrying out all of the activities described
in the current, voluntary Code however would reduce their ability to respond flexibly to
voters’ individual circumstances when encouraging them to engage with the electoral
process. The disadvantages would likely outweigh any benefit gained in preventing
electoral fraud.

The majority of campaigners act responsibly in their interactions with voters, and provide
valuable advice and encouragement to the electorate about using their vote. Indeed, in
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96.

97.

circumstances such as a voter’s lack of mobility where there is no alternative option and
where the Returning Officer agrees to it, the voluntary Code of Conduct allows
campaigners to deliver a voter’s completed postal ballot pack to the relevant office or
polling station.

Nevertheless the Code of Conduct has been ignored in some areas by unscrupulous
campaigners, even whilst notionally signing up to it. In Tower Hamlets, there were
instances of campaigners asking people to hand over their postal votes. There is a case
for banning those behaviours which have the greatest impact on electoral integrity, while
allowing political parties to take a responsible approach to other behaviours so that
flexible campaigning practices may continue.

The Code’s restrictions on handling or taking completed postal votes would be suitable
for putting into statute. Currently the lack of any ban in legislation may facilitate the act of
forcing the voter to complete their ballot paper and hand it over. It may also provide an
incentive for campaigners to interfere with a person’s application for a postal vote (e.g.
by photocopying the person’s legitimate identifiers) in order that the postal vote can be
completed fraudulently. While there have been concerns in the past about how
campaigners might be defined for the purpose of drafting offences to address their
behaviour, the Law Commission did not consider this difficulty to be insuperable.
Excluding family members and designated carers from the ban would allow legitimate
assistance from these groups to continue to be provided without restriction.

R19. Political campaigners/activists should be banned from handling completed
postal votes and postal vote envelopes. The provisions should not apply to family
members and designated carers (subject to a limit of two, as per Recommendation
7).

R20. In order to achieve a balance between preventing unscrupulous behaviour
and permitting legitimate campaigners to provide assistance to help people
participate, the Code of Conduct should reflect legislation. If a particular
behaviour is unacceptable, it should be prohibited across the board in legislation,
and the legislation then enforced equally across all parties/candidates.

Checks on waivers

98.

99.

The lack of formal checks concerning an application for a waiver of the signature
requirement in relation to a postal vote application may allow a person to avoid providing
information that would verify that they are the genuine voter. As a result it provides a
means to request a postal vote in someone else’s name and to intercept and complete it
fraudulently. Requiring an authorised person who is in a position to confirm the identity
of the voter, and whether they are genuinely in need of a waiver of the signature to attest
the application, would reduce the scope for fraudulent applications. The list of people
authorised to provide the attestation should be wide to balance the need for security
against that of accessibility of elections.

This should maintain voting accessibility for electors who cannot provide a signature, but
reduce the ability for a person to commit fraud. Extending attestation more widely to
include carers (as the AEA suggested) could expose vulnerable voters to pressure from
family members who carry out the role of carer.
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R21. Requests for a waiver of the need to provide a signature for a postal vote
should require attestation, and the restrictions on people who can attest the
waiver application should be the same as for proxy voters on the grounds of
blindness or other disability.

Greater checks on applications for postal votes

100.

101.

102.

103.

104.

105.

106.

One method of making postal voting more secure would be to require some form of
confirmation of identity and the personal identifiers given at the time of requesting a
postal vote or when renewing personal identifiers. Without any means of doing this from
pre-existing data would mean electors either having the identifiers certified by someone
(in France, for example, proxy vote applications have to be certified at a police station or
court) or having to attend the elections office to provide evidence at the time of
application / renewal. That would prove to be impracticable for a number of local
authorities where postal vote rates are high and would prove to be a significant burden in
the run up to a poll with ‘late’ postal vote applications being made up to the deadline of
11 working days before the poll.

A more practicable approach may be to remove the ‘indefinite’ option in relation to
holding a postal vote and to require not just a re-refresh of identifiers, but a re-
application to be made on a more regular basis. At present those holding a ‘permanent’
postal vote have to re-fresh their personal identifiers every five years. Moving to a
system of re-application — which could be on a five year basis or could be shorter, say
three years — would provide an opportunity for up-to-date checking of the application
against other data at the local authority, and it would help to reduce scope for redundant
postal votes to continue to go to an address which the elector has left. Perhaps more
importantly, it also provides anyone with a postal vote who feels they are subject to
coercion or undue influence with an opportunity to cease having a remote vote.

Allied to that, some respondents — and as raised as a concern by the OSCE / ODIHR in
their reports — raised the issue of postal votes being rejected because of mismatched
identifiers, including those that change over time. A shorter period of use for the
identifiers could go some way towards addressing that problem.

Putting in place a tighter regime may have benefits to both integrity and electors and,
given that the proposal is to tighten up all channels of voting, this could be a
proportionate solution.

A further change to allow better checking of postal vote applications made in the run up
to a poll — as noted above, a time seen by most electoral administrators as being a
period of opportunity for fraudsters to try to get illegitimate applications through whilst
elections staff are at their busiest — could be to set the deadline to apply for a postal vote
earlier than the current 11 working days before the poll. Moving the deadline to 19
working days for postal vote applications would give administrators more time to check
other data to see if the applicant was genuinely resident within their area.

The downside of this would be that people have less time to apply for a postal vote and
the issue of a Notice of Election which is seen by some as a spur to people to get
registered would be closer to the cut-off date. Currently, the registration deadline is 12
working days before date of poll and the deadline for applying for a postal vote is 11
working days before polling day.

The requirement for the voter to submit new identifiers will ensure that the voter’s
sample signature is kept up to date, and reduce the chance of the voter’s postal vote
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being rejected due to a failure of the signature submitted with the postal vote to match
that held on record.

R22. The option to permanently request a postal vote should be removed, and the
option to apply for a postal vote for a specified period should be subject to a 3
year limit. After this period, the applicant should be required to submit a new
postal vote application (with identifiers), and the Electoral Registration Officer
should be required to review the application to satisfy themselves that the
individual is currently resident at the address.

Voter information

107.

Additional guidance in postal vote packs was provided by a number of local authorities at
higher risk of electoral fraud in the May 2015 polls, by including leaflets explaining the
secrecy and personal nature of the vote. The local authorities evaluated this measure
as having reduced the number of queries and reports of malpractice. They pointed out
that messages needed to be clear and concise and provide any links to whistleblowing
sites and details of how to report concerns about potential electoral fraud. As mentioned
above, this should include practical guidance for voters on not photographing completed
ballot papers.

R23. It should be standard practice for local authorities to provide guidance in
postal ballot packs on the secrecy of the vote and how to report electoral fraud.

Recommendations not proposed

Electoral roll

108.

109.

The review considered evidence of voters in Pakistani and Bangladeshi communities
reporting concerns that the secrecy of the ballot was undermined by party activists’
knowledge about their choice to vote by post. The electoral roll holds details of all
registered electors, including details of whether they have requested a postal vote. It
was suggested that some political parties were overstepping their remit in collecting and
recording information on whether voters had chosen to vote by post. Elected
representatives, candidates, registered political parties and local constituency parties
may request that the Electoral Registration Officers provide copies from the electoral roll
of the absent voting records and lists used in elections. They are only permitted to use
the information for research or electoral purposes and for any purposes compatible with
the restrictions applicable to the full use of the electoral register by that recipient.™

The review has considered whether it should be possible to restrict access to absent
voting records and lists in order to reduce the risk of postal vote fraud. This would
however curb political parties’ legitimate work in encouraging people to use their vote
and increasing turnout. Having information about the person’s voting method enables
them to canvass postal voters earlier in the campaign, before they have returned their
postal vote ahead of polling day. Parties can then canvass voters who are only able to
vote in person at a later stage of the campaign, up to polling day. The recommendation
to ban parties from handling postal ballot papers is preferred as a better means of
addressing postal vote fraud. Parties’ access to voting data may also help expose
electoral fraud in relation to fraudulent postal voting or impersonation.

% See chapter 6 of Electoral Commission guidance on access and supply of the electoral register:
http://www.electoralcommission.org.uk/__data/assets/pdf_file/0007/57931/Part-H-Access-and-supply-
November-2012.pdf
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Temporary suspension of postal voting should apply in areas vulnerable to electoral fraud.

110.

111.

Several respondents wrote in support of this measure. It was suggested that it should
apply in areas which have previously had a proven court case or election petition for a
specified period of time. An alternative suggestion was for the measure to apply to any
area designated by the Electoral Commission as particularly vulnerable to electoral
fraud, and continue until the heightened risk was assessed to have passed.

It would be difficult to apply this suggestion without unfairly penalising voters by
removing choices over voting methods, due to the actions (usually) of certain
campaigners in limited areas.

Prohibiting the collection of completed registration and absent vote application forms

112.

113.

The review has considered whether more regulation is needed in relation to
campaigners receiving completed registration and absent vote application forms handed
to them by voters. The voluntary Code of Conduct permits this activity and asks that the
forms should be sent to the relevant Electoral Registration Officer at the earliest
opportunity. This puts campaigners in a position of some responsibility whereby they
must be entrusted not to access and make copies of the personal identifiers of voters
and to hand the forms in before the relevant deadline so that the voter will not be
disenfranchised.

Although there is a risk that the forms may not be handed in or miss the deadline, the
risk is not significant since political parties would potentially lose votes in their favour in
doing so. The receipt of forms by political parties provides them with feedback as to who
is or is not registered, and who is expected to vote by post, which can assist them with
their work in encouraging the public to participate in the electoral process.

PROXY VOTING

114.

Several respondents to the review considered proxy voting to offer scope for electoral
fraud. One respondent pointed out that it is “far less regulated than postal voting...there
are indications that proxy voting is becoming more popular nationally and it may be that
it is seen by the unscrupulous as a way of getting round the checks that have been put
in place to ensure the integrity of postal voting.”

Ordinary proxy votes

115.

116.

Different types of (ordinary) proxy vote are available to individually registered electors
depending on the reason why they need it: it can be for either a definite period, an
indefinite period, or for a particular election, and the elector must apply for it no later than
5pm six working days before the poll. Concerns were received by the review relating to
proxy votes for a particular election. Applicants for this type of proxy vote must give a
reason, however it does not have to be specific, nor is an attestation required. By
comparison, applications for proxies for definite or indefinite periods require a specific
reason (such as blindness or other disability, employment, or being registered as an
overseas voter) and attestation (except if the applicant is an overseas / service voter or
other limited category of voter).

The reason given by an elector in relation to a proxy application for a particular election
must be accepted at face value by the Returning Officer even if it appears to them to be
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117.

unsatisfactory (although guidance recommends that they should report any concerns or
suspicions to their local police Single Point of Contact for electoral fraud). A respondent
commented: “it is seemingly enough for the voter to say ‘going on holiday’ on the proxy
form, without giving dates or providing any other proof.” The Electoral Commission
supported consideration of whether proxy vote applications for particular elections
should be attested.

Applicants for proxy votes for definite periods, indefinite periods or particular elections
must supply their personal identifiers (signature and date of birth). However the person
they name as their appointed proxy (who must be individually registered) is not required
to provide personal identifiers except if they vote by post on behalf of the elector. A
respondent viewed this as a weakness since it means the identity of the proxy is not
checked when they vote at a polling station. Requiring it would provide a level of
assurance that the person casting the vote is the correct person similar to that required
for postal voting. Any further requirement (such as attestation or provision of evidence)
would be disproportionate for a particular election.

R24. The provisions on an ID requirement in polling stations should apply to those
casting a vote as a proxy on behalf of a voter.

Emergency proxy votes

118.

119.

A further type of proxy — an emergency proxy — is available to registered electors after
5pm on the sixth working day before the poll due to a medical condition, iliness, or
disability arising after the deadline for ordinary proxy applications, or for reasons of
occupation, service or employment which the person becomes aware of only after the
deadline for ordinary proxy applications has passed. These applications must be
attested (for example by a medical practitioner or employer). There was concern
amongst electoral administrators that widening of the right to an emergency proxy would
increase a risk of fraud when introduced.

The AEA report ‘Elections and Individual Registration — the challenge of 2015™"" noted
that political parties and campaigners had become more aware of the availability of
emergency proxies for business reasons and not just medical emergencies as witnessed
by the significant volume of emergency proxy applications issued for occupation, service
or employment at the Scottish Referendum in September 2014, with the trend continuing
for the polls on 7 May 2015. Electoral administrators reported pressure from political
parties to allow applications, doubts about large numbers of applications from electors
purporting to be self-employed (which are subject to less strict attestation requirements
than other categories of emergency proxy) and questioned whether applicants were
genuinely unaware of the need for the absent vote until after the deadline for ordinary
proxy votes had passed. The AEA recommended that the circumstances for emergency
proxy applications should be considered and reviewed, including the deadline for
receiving such applications. On the other hand, emergency proxies can of course play a
vital role in enabling access to the poll and they were able to be used in a London
Borough in the 2016 London elections when the council made serious administrative
errors when setting up polling stations which otherwise may have prevent people from
voting.

R25. A power of enquiry should be available to Returning Officers to question
applications for an emergency proxy.

" http://www.aea-elections.co.uk/wp-content/uploads/2015/07/aea-report-elections-and-ier-challenge-of-
2015.pdf
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R26. Consideration should be given to changing the deadline — to 5pm on the day
before polling day — for emergency proxies (other than those for medical reasons
or administrative failure by the Returning Officer) — so that Returning Officers
have sufficient time to exercise the power of enquiry.

120. In considering how a power of enquiry would work, the measures set out by one
respondent, a Returning Officer, are helpful. In order to address concerns about whether
the decision to appoint a proxy vote was freely take, they stated that the local authority
carried out spot checks on samples of applications for proxies, and contacted voters to
confirm the accuracy of the information given on the form. The authority also wrote to all
those who had appointed a proxy to notify them of that fact and of the name of the proxy,
and advise them of their right to vote in person at the polling station if able to do so
before the proxy. The Returning Officer acknowledged that the checks had no legal
status, so where applications were received near the deadline and did not allow time for
checks they did not have the power to refuse the appointment of the proxy.

General concerns

121. Some further general concerns were received by the review which are applicable to all
categories of proxy vote, concerning the limits on the number of people for whom a
person may act as a proxy, and the involvement of campaigners in proxy vote
applications.

122. The involvement of campaigners in assisting in either the completion of proxy vote
applications or the handling of completed proxy vote applications was considered
inappropriate. Another respondent believed that candidates and agents’ appointment as
proxies should also be reconsidered.

123. The Law Commission, in its consultation to their review of electoral law, sought views on
whether the law should create offences to prohibit the involvement of campaigners in -

1. assisting in the completion of proxy voting applications
2. handling completed proxy voting applications.

124. It concluded that creating offences to prohibit campaigners’ involvement in absent voting
activities would criminalise helpful behaviour, be difficult to enforce and would be an
overreaction in light of the available data on fraud; it agreed with the Electoral
Commission’s suggestion to more clearly define offences of compelling someone to
apply to appoint a proxy (or to prevent them from doing so) against their will and of
altering an elector’'s completed proxy vote application form.

R27. The legislation on offences relating to proxy voting should be clarified
around compelling/preventing someone applying for a proxy vote and altering
someone’s completed application.

125. Currently a person may act as a proxy for an unlimited number of close relatives and up
to two other people, at the same election. One respondent questioned whether the
number of close relatives should be limited to two. Another noted that a person could
claim they are related to others in order to increase the number of people they could act
as a proxy for and the Electoral Registration Officer would not be able to check this.
Given the potential for the use of coercion to appoint proxies in areas where fraud is
already an issue, limiting the provision to one person holding a maximum of two proxy
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126.

appointments regardless of relationship could provide a proportionate response to
concerns about abuse of proxies.

Overseas voters are the group most likely to be affected by this measure, since they
may depend on the ability to use a proxy vote in order to avoid the delays that are
possible with returning a postal vote from abroad. Consideration has been given to
whether an exception should be made to allow an appointed proxy to act on behalf of
more than two close relatives where they are overseas voters, but on balance it is
believed that a limit of two strikes the correct balance between accessibility of elections
and integrity.

R28. The limit on the number of close relatives for whom a person can act as a
proxy should be reduced to two.

Balance of change across voting methods

127.

128.

129.

130.

131.

132.

The balance between security and access is highlighted in all the arguments about
changes to strengthen the integrity of voting channels. In its reports on UK polls in 2010
and 2015, OSCE / ODIHR both recommended use of ID in polling stations but also
considered the impact of introducing postal vote Identifier checking, which has in some
cases resulted in genuine electors having the votes discarded due to simple errors like
putting the date they signed the postal vote statement rather than their date of birth.

The balance may be hard to achieve effectively in any given voting method and is likely
to change over time as usage of a channel, perception of fraud and actual instances of
attempted fraud vary. Changes like individual registration will ‘bed in’ over time.

A balance also needs to be achieved across the range of voting methods. Strengthening
some channels and not others mean fraudsters will look to the ‘weaker’ processes. Thus
this report makes recommendations for strengthening the process in all three channels
of voting: polling stations, postal voting and proxy voting. The aim must be to strengthen
the whole system, not move the balance of vulnerabilities around it?

Seeking routes to tackle postal voting issues through limiting party handling and using
stronger offences focuses the sanctions and tests on those who are causing the issues,
rather than on the majority of voters who are quite able to vote effectively and have no
concern about fraud or coercion in respect of their own votes.

However it is not possible to guarantee significant improvement without also addressing
the systems, hence the recommendation to make changes to the postal voting system in
terms of limiting the length of the period an application covers for electors. That also fits
with limiting the number of proxies and requiring some form of ID in polling stations (with
a preference towards a light-touch regime) in order to limit the impact on the vast
majority of electors whilst still providing a level of rigour that will have an impact on
perceptions and behaviours.

These seem proportionate steps to deal with problems that are known to be localised but
could spread. If they fail to tackle them effectively then more stringent measures can be
looked at. But, as this report has pointed out on a number of occasions in its
considerations, blunt measures are highly likely to have unwanted consequences in also
impacting legitimate electors. This balance is aimed at providing a viable response to the
vulnerabilities across the three voting options and strengthening the system in toto not
pushing the balance of risk from one option to another.
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ELECTION COUNTS

133.

134.

135.

136.

137.

The election count process is not generally a cause for concern in the majority of
responses but evidence elicited some particular issues at some recent counts that reflect
behaviour that is mirrored in some of the issues seen in and around polling stations. In
particular the large numbers of people present and how they interacted with staff raised
concerns in Tower Hamlets; there was a serious concern that impropriety could be
taking place unseen through the crush of people present and with staff being influenced
by, or exhibiting favouritism towards and being over- familiar with candidates and their
representatives.

Use of languages other than English raised concerns in terms of effective oversight and
observation. Alloyed with candidates and their supporters leaning over tables and even
handling ballot papers, this raised cause for concern as to impropriety which then starts
to shape the view of the process and the result in a negative fashion. Ensuring a clear
process and avoiding scope for doubt need to be part of the planning for all counts.
Again, as mentioned in relation to polling stations, all the proceedings should only be
conducted in English, and/or Welsh where appropriate.

Whilst this kind of behaviour is rare, it is clear that a Returning Officer needs to ensure
an effective count and needs to ensure that measures are in place to take account of the
possibility of disruptive behaviour. Effective planning to ensure counts are not overly full,
but enough people are there for proper scrutiny, and having desks and barriers that
preclude any improper activity such as leaning over to touch papers are easy to
implement.

Additionally a couple of respondents raised issues about a lack of transparency of the
process and had observed counts where reasons for the movement of ballot papers was
not clear nor was where they were placed (with no signs indicating what was on a
particular table for example). Similarly two councillors raised concerns about processes
they had witnessed including lack of explanation for actions, inability to see what was
happening with some papers in the Returning Officer’s area and a concern that staff
could have strong party affiliations thus driving a need to ensure transparency. As was
seen in the Scottish independence referendum, a lack of clarity and understanding can
lead to people unfamiliar with processes making negative assumptions and assertions
that can then be swiftly spread via social media and take some time and effort to
address.

This is not an area that needs legislation but clear guidance and effective promulgation
of good practice amongst Returning Officers is essential to ensure they think ahead and
can respond to this kind of activity should it become evident.

R29. Given the concerns raised in Tower Hamlets and elsewhere regarding the
running of election counts, there should be clearer and robust guidance for
Returning Officers and electoral administrators to ensure best practice in all
election counts.

ELECTION PETITIONS

138.

The law governing election petitions is largely unchanged since 1868, and as such has
not kept pace with developments in the electoral system nor international principles of
good practice developed by the International Institute for Democracy and Electoral

Assistance (IDEA), the Council of Europe’s Venice Commission, and the Organisation
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139.

140.

for Security and Cooperation in Europe’s Office for Democratic Institutions and Human
Rights (the OSCE / ODIHR).

The international principles are based on international law and were outlined in the
Electoral Commission’s ‘Challenging Elections in the UK’ report (September 2012),
produced in order to encourage debate in the context of the Law Commission’s review of
electoral law. The report identified numerous instances in which the UK'’s petition
process was inconsistent with the principles. This review has considered which of these
may be limiting access to the petition system and thereby preventing fraud or
irregularities from being considered. It has identified obstacles relating to the
restrictiveness, complexity and currency of the rules, and the costs and time limitations
for challenges.

The petitioners involved in the Tower Hamlets case provided evidence to the review and
raised strong views about the process they had felt obliged to follow and the risks they
had undertaken in order to push for a review of the outcome of the election. Their
experience reflected that the system, whilst not unsuitable as a means of ensuring
challenges are not brought for spurious or malicious reasons, did not work to support
legitimate challenges to disputed electoral event outcomes. Their concerns were echoed
by many other respondents who felt that the barriers within the present petition system
are too high, that it was not accessible by parties that had an interest in using the
process, and that it acted as a disincentive to challenge rather than operating effectively
as a means of ensuring challenge was possible.

System for hearing election petitions

141.

142.

143.

Election courts are distinct from the mainstream legal system and retain features which
originated prior to 1868, when the jurisdiction was transferred from committees of the
House of Commons. The Law Commission recommended that the system for
challenging elections should be brought into the ordinary court structure of the UK: i.e.
for parliamentary elections hearings in the High Courts of England and Wales and
Northern Ireland respectively and the Court of Session in Scotland; for local elections
hearings in the High Courts in England and Wales and Northern Ireland respectively,
and by Sheriffs Principal in Scotland. The change would recognise that election petitions
are in reality private civil proceedings. The ordinary procedure of the courts would apply,
bringing benefits of accessibility through the use of simpler, less formal and more up to
date rules. The proposal is supported the Electoral Commission and AEA and by a
majority of those who provided responses to the Law Commission on the proposal.

The ordinary procedure of the courts provides a general power for a party to apply to the
court for an order to strike out a claim or part of it for disclosing no reasonable grounds
for bringing the claim. The Law Commission considered that this would be adequate to
filter out unmeritorious claims, subject to the provision being given specific expression
for election petitions in the procedural rules for each jurisdiction of the UK. This would
represent an improvement upon the current system which limits respondents to applying
for petitions to be struck out for informality, i.e. procedural flaws, potentially allowing
petitions without merit to proceed, which also has costs implications for the parties to the
petition.

Judicial review would not be available under the ordinary court system as it does not
extend to High Court decisions. The ordinary court system does however normally
provide a right of appeal. The Law Commission recommended a single right of appeal to
the Court of Appeal in England and Wales, and Northern Ireland, and the Inner House of
the Court of Session in Scotland. This is supported by the AEA and Electoral
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144.

Commission. The Law Commission originally proposed that the right of appeal should be
allowed on points of law alone but finally recommended it should be on both points of
law and fact. This was in response to the Electoral Commission which argued that
although currently, election courts are held to establish the facts with finality, allowing
appeal on points of fact protects the losing party given the severe consequences of
losing, and ensures the election result is correct and commands public trust.

Although allowing a right of appeal on the facts would potentially prolong the time taken
for a decision on the appeal, this appears justified in order to maximise confidence in the
election outcome, and avoid the risk of an unsafe judgment not being open to challenge
due to a technical reason.

R30. The system for challenging elections should be brought into the ordinary
civil procedure and a single right of appeal should be available on both points of
law and fact.

Who should be able to bring election petitions?

145.

146.

147.

148.

One respondent to the review questioned why a minimum of four electors should be
required to initiate a petition for a local election (only one is required in relation to
Parliamentary elections). The Law Commission recommended removing the minimum
limit. The stricter requirement at local elections appears to be aimed at screening out
unmeritorious cases by ensuring that any individual petitioner has to persuade three
others of the merits of the challenge. This requirement could be considered a somewhat
arbitrary and inconsistent barrier to challenging elections (the costs involved already
provide a check), and may introduce unnecessary delay to a legitimate challenge being
initiated.

R31. A single elector should be able to challenge the outcome of any election.

A joint academic response to the review provided evidence of an analysis of the
available records of election petitions issued in England and Wales between 2000-07.
Just over half (21 out of 39) primarily alleged errors on the part of an election official,
mostly relating to errors / defects of procedure concerning the count. Returning Officers
are however unable to initiate election petitions to correct known errors on the part of
their staff that have affected the result. The only recourse is for a candidate or elector to
lodge an election petition. If they do not then the result will be left to stand.

It was suggested to the review that Returning Officers should have standing to bring
election petitions. Such a change would increase assurances in relation to the results of
elections. The idea is supported by the AEA and was also recommended by the Law
Commission. The latter recommended that Returning Officers should be able to bring a
preliminary application to test whether a putative breach affected the result. This would
ensure that the case has merit before it proceeds to a full trial. To extend the right to
breaches by candidates or their agents could compromise the Returning Officer’s
political neutrality and independence.

R32. Returning Officers should have standing to bring election petitions. This
should be limited to breaches of electoral law relating to the administration of the
election or registration of electors and the Returning Officer should be able to test
the effect on the result before proceeding.

Political parties are unable to bring election petitions, although in practice they may
provide legal and financial backing to candidates who initiate them. The Electoral
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Commission pointed out in its report ‘Challenging Elections’ that the absence of a right
for political parties to initiate election petitions goes against an international principle. It
should not be incumbent on individual party candidates or members to put themselves
forward. Extending the right to bring petitions to the political parties would increase the
likelihood of a challenge being brought in the event that individuals do not wish to
commit time and personal resources to doing so.

R33. Political parties should be able to bring election petitions in the name of the
party.

Costs of petitions

149.

150.

151.

152.

153.

The costs associated with an election petition have long been a concern, and are widely
considered to present a significant barrier to access to justice. A petitioner involved in
the Tower Hamlets case made the point that it was wrong that individuals should have to
risk financial ruin to get an election investigated properly.

A fee of £535 is charged for an application for an election petition; it was suggested by a
joint respondent to the review that this should be reduced to be in line with other
countries such as New Zealand (£440) and Australia (£240). The security for costs were
also considered to be high, particularly when compared to those for other countries. The
maximum security is £5,000 for a UK or European Parliamentary election, £2,500 for a
local government election, and £1,500 for a parish council election.? The legal costs of
taking an election petition to court typically run into six figures.

The fee chargeable for the election petition covers the costs of issuing it, while the
security for costs covers the amount a court may order a petitioner to pay later, and
which the petitioner usually gets back if they win the case. The sums offer a degree of
assurance that the petitioner has genuine reasons for bringing the petition which they
believe they can substantiate, and hence can recover their costs. Petitioners can apply
for a remission of the fee, which the court decides by taking into account the petitioner's
financial resources. The sums payable as security for costs are maximums, and the
court may set a lesser amount. The present arrangements, which contain safeguards to
reduce financial burdens on petitioners if needed, should continue. They strike the
correct balance between accessibility and ensuring frivolous challenges are deterred,
providing that the courts take account of the means of petitioners in setting the security
for costs.

Currently the power of an election court to make costs orders against non-parties to the
election petition are limited and only available in prescribed circumstances. A benefit of
bringing the system for legal challenges into the ordinary court system is that it would
grant a wider power for the court to make costs orders against a non-party to the
petition, for example against a respondent’s political party, which would be at the
discretion of the court, where that was justified (i.e. the non-party would have to have
been at fault). The wider power would continue to be available to the court after it had
made its final declaration and report, as a consequence of the application of the ordinary
civil procedure, in contrast to the present system.

Protective costs orders (or protective expenses orders in Scotland) would provide further
protection to a petitioner, where the circumstances warrant it, by ensuring that even if
they lose the election petition, they would either not be liable to pay the defendant’s

'2 https://www.gov.uk/challenge-election-result/pay-security-costs.
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costs, or would only be liable to pay a fixed proportion of them. The defendant would
cover their own costs, either in part or full. The petitioner would be entitled however to
recover part or all of their costs from the defendant if successful. The Law Commission
considered that the availability of protective costs orders in election petitions was
uncertain.

Protective costs orders are granted on the basis of governing principles of the Court of
Appeal, which include consideration of the public importance of the issues and public
interest that they should be resolved, and the financial resources of the applicant and
respondent. The availability of such orders would therefore allow petitions of public
interest to proceed where the petitioner(s) have little funding or are using pro bono legal
representation.’

R34. The Government should change the law if necessary to remove all doubt as
to the court’s ability to make protective costs or expenses orders.

Public interest petitioner

155.

156.

157.

158.

Some respondents supported the introduction of a public interest petitioner. Two
suggested that a reformed Electoral Commission would be suitable for this role. A public
interest petitioner would be expected to investigate from the point of view of the public
interest whether the election was conducted lawfully. The process presently relies on the
actions of motivated and public spirited private individuals, who receive no public
assistance. One respondent pointed out that electoral cheating is not a private matter in
which the losing candidate(s) is/are cheated — it is the electorate which is cheated.

Richard Mawrey QC, in his judgment relating to the mayoral election in Tower Hamlets,
considered it “wholly unreasonable to leave it to defeated candidates or concerned
electors... to undertake the arduous and extremely expensive task of bringing
proceedings and pursuing them to a conclusion entirely at their own expense and with
the risk of bankruptcy... Furthermore if they do win and are awarded costs against the
respondent, the latter, who is turned out of office and frequently then prosecuted to
conviction, is unlikely to be able to pay those costs.”

The Law Commission consulted on how the arrangements for a public interest petitioner
might work. They suggested making its intervention subject to a threshold requirement,
which would have regard to the nature and credibility of the allegations and the risk of
loss of public confidence. Applications for public interest petitions would be assessed
against the threshold requirement either by the public interest petitioner itself under one
option, or by a statutory independent expert panel appointed by it under another option.
Subiject to the threshold being met the public interest commissioner would be required to
initiate proceedings. The proposed arrangements were directed at ensuring election
petitions were not funded unnecessarily by the public purse, and (under the second
option) avoiding allegations of political motives on the part of the public interest petitioner
if this role were to be undertaken by a neutral body, such as the Electoral Commission.

Responses to the Law Commission raised concerns that questions could still be raised
about the independence of any panel from the public interest petitioner, that the process
of assessing allegations against the threshold would introduce delays, and that a public
authority could become a first port of call rather than a last resort. Additionally there

13 http://www.1cor.com/1155/records/1212/PH%20public%20law%20handout.pdf
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could be an equality of arms issue if the respondent did not have adequate sources of
funding.

These concerns would be addressed by the suggestion of one respondent to this review
who proposed that two judges should consider the merits of election petitions which had
already been commenced by private individuals at an early stage in the proceedings. If a
case was found to have merit the public interest petitioner would take it over, similar to
the way in which the CPS takes over a private prosecution. The respondent pointed out
that criminal prosecutions address equality of arms issues by providing access to proper
lawyers for the respondent.

The Law Commission’s interim report nonetheless noted the lack of consensus from
respondents to its review over who would perform the role of the public interest
petitioner. There are also questions of whether a public interest petitioner’s decisions
would be susceptible to judicial review (which would protract proceedings) and there
would continue to be risks that its political neutrality would be called into question when
making decisions that have political outcomes. Because of these difficulties, the idea
should not be taken forward.

Ability to raise a petition against people not named in an original petition

161.

162.

In the Tower Hamlets case, the election court concluded that the corrupt and illegal
practices found to have been committed had benefited the election of councillors of the
Tower Hamlets First party; however as they were not named in the petition the court was
unable to consider the validity of their elections. Furthermore the deadline for lodging
petitions to challenge the elections had also passed, so they were entitled to retain their
seats until the next election. Indeed, the election court’s disqualification of the corrupt
mayor from office resulted in the acting mayoral position being filled by a councillor from
the Tower Hamlets First party who had been elected in the same, tainted elections.

Petitioners work within the constraints of a relatively short deadline for lodging the
petition, a requirement to prove their case to a high standard (i.e. the criminal standard),
and the high cost of preparing their case which increases for each person named in the
petition. These factors may limit petitioners’ ability to identify all the individuals who have
benefitted from electoral fraud at the outset. In order to address this, it should be
possible for an election petition to be commenced (by others if necessary) against
people implicated in an election court judgment but who were not named in the original
petition.
